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JIAT Technical Support:
Tecolote Research, Inc.
5266 Hollister Avenue, #301
Santa Barbara, CA 93111-2089

Phone: (805) 964-6964 x212
FAX: (805) 964-8028
Email: jiat_support@tecolote.com

1. JIAT Software Requirements
In order to run the JIAT software, the following software is required:

JIAT Workstation requirements

For the JIAT end-user’s workstation to access the JIAT website:
o0 Microsoft Windows XP/Vista/7
o0 Microsoft Internet Explorer 6.0/7.0/8.0

External Server Hosting a Provider
For an external server to host a JIAT Provider:
o0 Microsoft Windows Server 2003
0 Microsoft .NET Framework 3.5 spl
0 Microsoft Internet Information Server (11S) 6.0 (web server software)

2. JIAT Security:

JIAT is a secure application that utilizes SSL (Secure Socket Layer) and is
hosted within a .mil ADCF portal. In order to access JIAT, the end-user must
provide a CAC and PIN. In addition, the end-user must also have an already
approved JIAT website account associated with his/her CAC.
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Requesting a JIAT Account

3. Set Up an ADCF Portal Account

You must set up an account for the Army Data Center Fairfield (ADCF) Portal to
request access to JIAT.

Ensure your CAC card is inserted, then in Internet Explorer, enter the URL:
https://www.awps.army.mil/

Select your CAC certificate from the list. Click OK.

.r’ __https: ifwew awps.army.milf - Windows internet Explorer

Identification

1 The website you wank to view reguests identification,
Please choose a certificate.

SMITH.JANE.135...

DOD EMAIL CA-13
DCD CA-19

A e e ~— 100

Enter your PIN and click OK.

é https:/hwww.awps.army.mil/ - Windows Internet Explorer
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Q:}U v |§, htkps: /v, awps, vy, il b | |fﬂ! )£| Live Search ||£‘:

File Eadit W¥iew Favorites Toaols  Help
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ActivClient Login

Actividentity

ActivClient

Flease enter your PIM,

PIN I *******l
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@ website found, waiting [IR00E | i v




Requesting a JIAT Account
Accept the Access Agreement.

=" v - ‘. https: e, awps. army mil] V| g

Fle Edit Yew Favoites Tools Help

W |.AWPS

You are accessing a U.S. Government (USG) Informatien System (15) that is provided for USG-
authorized use only. By using this IS (which includes any device attached to this 1S). you consent to
the following conditions:

- The USG routinely intercepts and monitors communications on this IS for purposes including. but not
limited to. penetration testing. COMSEC monitoring, network operations and defense. personnel
miscanduct (PM). law enfarcement (LE), and counterintelligence (Cl) investigations.

- At any time, the USG may inspect and seize data stored on this 1S,

- Communications using. or data stored on, this IS are not private, are subject to routine monitering,
interception, and search, and may be disclosed or used for any USG authorized purpose.

- This IS includes security measures (e.g., authentication and access controls) to protect USG interests—
not for your personal benefit or privacy.

- Notwithstanding the above, using this IS does not constitute consent to PM, LE or Cl investigative
searching or monitoring of the content of privileged communications. or work product, related to personal
representation or services by attorneys, psychotherapists, or clergy, and their assistants. Such
communications and work product are private and confidential. See User Agreement for details.

[IBypass CAC Auto Login (option)
Check box if you need to change your CAC after you have registered it for CAC Auto Login,
or for any other reason you need to login with your User ID and Password.

Click the link to “New User Request.”

6@: - |. https: f b, awps, army, miljdefault, asp?Disclaimer=ackiaueggws=1&auzggwr=0

File  Edit Wiew Favortes Tools  Help

T e [.AWPSLogin l_l

AWSAEM’T’ WORKLOAD AND PERFORMANCE SYSTEM

Welcome to the US Army web application environment. Authorized users will have access to web based
applications used to manage Maintenance. Logistics, Budgeting. and Workload and Performance for
several US Army, National Guard, and Army Reserve activities.

EvsThEEriEE Only UNCLASSIFIED use of this system is allowed.

AMMO TRAINING

AWPS User ID:

Password:

PKI Issuer: DOD CA-19
PKI Subject: SMITH.JAME 135791112
Valid From: 4/24/2009

Valid Until: 9/29/2010 11:59:59 PM

Begin Login Forgot your password?

If you have CAC Auto Login enabled for your AWPS Account, please click Begin Login without entering a
User ID or Password.

| Login via AKO using CAC | Lt vestion | AKOD SR

DALINE |

Instructions: AKO CAC access to AWPS is available only after you register your AKO account
with your AWPS account and your AKO account has your CAC registered to it. To
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Fill in the Request form’s required and other fields, according to the instructions and
advice on the form. Please also see Request Form Guidance (next page) for
additional information about circled items.

{2 AWPS New User Request - Windows Infernet Explorer

G@ - [@ mifdefault_nevuser. DEIEEN

Fle Edt Yew Favorites Tools  Help

B~ B & e @k - 7

w o I. WP Hew User Request

Aw 5A.F.Ml' WORKLOAD AND PERFORMANCE SYSTEM

VUL D LU WL SHEMED FUE M OIYIS S A OO BULER3 W AR U 30U GYaNaUIS GILE i

£

All fields marked with an asterisk (*) are required.

AWPS HELPDESK PK Issuer  DOD CA-19
PKI Subject:  SMITH.JANE 135791112
Valid From:  4/24/2009

Valid Until-  9/29/2010 11:59:59 PM

Login User ID * | 8 to 30 letters, digits. or the following special characters:
periods (). dashes (-). underscares (), or the number sign
)
if available, we recommend that you enter your
DKO/AKO User ID as this Login User ID. DEOINIO e D) el il
First Name * |
Last Name * |
CMD / Depot / Service * | Office of the Deputy Asst Secretary of the Army CE v‘

Email Address * | L

Phone *
Gov / Military / Contractor (| Gavernment  Civlian ¥

uic* rovide your Unit'
Work Center

Time Zone PEEME ~_
us citizeC @Yes OMNo

Applications you are requesting access to:
* Select at least one application. Select only the application(s) for which you require access
CJAPC Candidate Utility
[ Anniston Army Depot

g

LIIVICOM Uniine
AT
[ Letterkenny Army Depot,

LIUSAREUR Uniine (11GER)
[C1WMT - Work Mapping Tool

Request Detail
< Please approve my JIAT account. | am a Cast Analyst

If you have any problems submitting This request, or if you have any questions conceming this process,

| please call or e-mail the AWPS Helpdesk

@ Internet & 100




Requesting a JIAT Account

Request Form Guidance

CMD / Depot / Service

If your Affiliation is:

Select this item in the list:

U.S. Army Materiel Command (AMC)

U.S. Army Army Materiel Command

U.S. Army Aviation and Missile Management Command (AMCOM)

Aviation and Missile CMD

U.S. Army Communications-Electronics Command (CECOM)

Comm and Electronics CMD

U.S. Army Forces Command (FORSCOM)

U.S. Army Forces Command (FORSCOM)

Office of the Dpty Asst Sec of the Army - C&E (ODASA-CE)

Office of the Deputy Asst Secretary of the Army CE

U.S. Army Tank-Automotive Command (TACOM)

Tank-Automotive and Armaments Command (TACOM)

U.S. Army Training and Doctrine Command (TRADOC)

U.S. Army Training and Doctrine Command (TRADOC)

U.S. Air Force (Govt) (AIR FORCE)

United States Air Force

U.S. Navy (Govt) (NAVY)

United States Navy

If nothing in the list applies, choose the most appropriate Military Service (e.g.
United States Army). This is a required field on the form.

Gov / Military / Contractor

Select the designation appropriate for your position. Only Military and
Government/Civilian personnel are eligible for JIAT accounts.

Contractors are not eligible.

Applications you are requesting access to:

Find the ‘JIAT’ checkbox in the list and mark it.

Request Details

Add a short note that indicates your specific need or interest in JIAT. This will
help JIAT Administrators in approving your request.

Submit Request

Click the ‘Submit Request’ button to finish. Approval for your account and
temporary password will be sent to the email address you provide on the form.
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4. Enable CAC Auto Login

Once you receive the account approval e-mail, log in to the ADCF Portal using
your Username and temporary Password to begin the process of association of
your account with your CAC. Click the ‘Begin Login’ button.

{= AWPS Login - Windows Internet Explorer,

m.’ - |. htkps: e, avaps, army . milldef aulk, asp?Disclaimer=ackiaueggws=1&aueggwr=0 v|

=

File Edit Wew Favorites Tools  Help

S dlr [. AWPS Login

AWSARM’I" WORKLOAD AND PERFORMAMCE SYSTEM

Welcome to the US Army web application environment. Authorized users will have access to web based
applications used to manage Maintenance, Logistics, Budgeting, and Workload and Performance for
C SCLAIMER several US Army, National Guard, and Army Reserve activities.

AW ELPDESK
NEw UsER REQUEST

Only UNCLASSIFIED use of this system is allowed.

Anmo TRAINING

PS User ID: | jane.smith
MAINTENANCE TRAINING

Passwaord: ||u|u|u|u|.|

| Issuer: DOD CA-19

If you have CAC Auto Login enabled for your AWPS Account, please click Begin Login without entering a
User ID or Password.

— , d By ARITY
| Login via AKO using CAC | it matnentication | IO SR

Instructions: AKO CAC access to AWPS is available only after you register your AKO account
with your AWPS account and your AKO account has your CAC registered to it. To
initiate this registration please login normally then click the "Account Information™
link for more instructions.

If Error Occurs: When AKO Authentication fails. you may receive a white Error page with message.
If this occurs please try again later. If you are having consistent failures using this
AKO CAC Login option, please contact the AWPS Helpdesk.
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Your password must be reset on your first visit. (Option 3) Enter and Confirm
new password and press ‘Change Password’. Password Rules are explained
lower on the page.

= AWPS - Windows Intern:

6‘\;” @ hitn miljdef ault hangepasswordifp: : |26

Ele Edt View Favorites Tools  Help

s I.AWPS

= v | page - ) Tooks -

Your Password has expired, please change your password now.

AWPS Access Options:
There are three options. you can continue to use a password, or you can register to be authenticated by
AKO or your CAC (for which you will na longer need to enter a password).

Option 1) AKO CAC Registration:

In order ta successfully register with AKO. please read requirements first-
a  Prior to performing this registration, your CAC PKI Certificate must already be registered with your
AKO Account. If it is not already registered, then please go to the AKO website and follow the
instructions under the Common FAQs link for using your CAC te lagin to AKO.
Prior to performing this registration. your first name and last name in AWPS, must exactly match
your CAC PKI Certificate_ If they do not then please correct and save the above account
information first, then perfarm this registration process
¢ Only one (1) AWPS Account may be associated with your AKO CAC. if you have multiple AWPS
Accounts then please contact the AWPS Helpdesk to begin the process of censolidating your
AWPS accounts.
d After performing this registration your current AWPS passwaord will no longer function, from then
on use only the "Login via AKO using CAC” button (on the AWPS Login page) to access AWPS.
If the AKO Authentication semvice fails during this registration process you may receive a white
Error page or other message. If so then please try again later. if you have consistent failures then
please contact the AWPS Helpdesk for further assistance

i

®

Please check the boxes to confirm verification and acceptance, then click the "Register for AKO CAC
Lagin” button.
[ Yes. my CAC PKI Certificate is registered with my AKO Account.

[ | understand that if this registration process fails to authenticate me, my AWPS Account will be
locked. (If this occurs then you should contact the AWPS Helpdesk )

Register for AKO CAC Login

Option 2) CAC Auto Login Registration:

Option 3) Password Entry:
New Password: |

Confirm Password: ‘

Change Password

Password Rules:

>

Done ¢l @ mrkernet FH00% - -

Confirm account information (no picture) and proceed to JIAT Access
Agreement.

ns - Windows Internet Ex|

Fle Edt View Favorites Tocks Help

B- B @ e

e 4 I-AWPsApphmmns

Account Information has been updated.

AGCOUNT INFORMATION Applice Availahility
CHaNGE Passwor
APPLICATION OPTIONS. » JIAT - Access
DoD DiscLAIMER

reement Online

AWPS HELPDESK
Login Information
APPLICATIONS User ID: KEN.HAAGEN <Ken Haagen>
LoGouT Certificate: HAAGEN. KENNETH. 1366468001
(Account is eligible for CAC Auto Login. go to Account Information to register)
No Failed Login attempts since your previous login
Previous login occurred from IP Address 65.170.33.100 at 08/10/2009 04:04 PM Pacific
Password will expire on 10/08/2009

Latest News

AKO:=

Version: Site 225, DCR 35 (validated. actual 40)
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Read the License Agreement. Click the ‘Accept’ button at the bottom.

AWPS Agreement - Windows Internet Explorer [

)+ [ @ Nitps:ifwims.aups.amy mijapsinda,ase [ &[] .

Fie Edi Wew Favorites Tooks Help

o ‘. AWPS Agresment

i B

Ammmr WORKLOAD AND PERFORMANCE SYSTEM

- = - [ paos - G

Please read and accept (scroll to bottom) this Agreement in order to access the application.
UNT INFORMA
CHANGE PASSWI ODASA-CE
s "f“;‘n JOINT INTEGRATED ANALYSIS TOOL (JIAT)
oD Discl
TERMS OF USE - NON-FEDERAL EMPLOYEES

THIS TERMS OF USE AGREEMENT (AGREEMENT) PROVIDES THE TERMS AND CONDITIONS FOR ACCESS TO
THE JOINT INTEGRATED AMALYSIS TOOL WEBSITE. YOU ARE REQUIRED TO READ THIS ENTIRE AGREEMENT
BEFORE ACCESSING THE WEBSITE. BY ACCESSING THE WEBSITE, YOU AGREE TO BE BOUND BY THE
TERMS OF THIS AGREEMENT. IF YOU DO NOT AGREE TO THE TERMS OF THIS AGREEMENT, YOU ARE NOT
AUTHORIZED TO ACCESS THIS WEBSITE.

ARTICLE 1 NOTICES

1.1 The Website resides on a Department of Defense (DoD) computer system. If You are granted access to the DaD
computer system, You are hereby notified that the computer system, including all related equipment, networks. and
network devices (specifically including Intemet access) are provided only for authorized use. DoD computer systems
may be monitored for all lawful purposes, including ensuring that its use is authorized, for management of the system, to

8.8 Mothing in this Agreement excuses or relieves You from performance of any contractual requirements with
outside of this . including but not limited to any organizational conflict of interest requirements.

8.9 Any questions concerning this Agreement, or any contact with the Government, should be directed to the following
Government Point of Contact: Please contact the AWPS Help Desk at help@awps. army.mil or at (877) 717 - 4691,
are from GMT 2300 on Sunday through GMT 0100 Saturday.

Done @ miernet 100

Agreement Accepted. Click the link to Account Information to enable CAC Auto
Login.

WPS App ns ndows Internet Explorer

m - |. https: | v, svops., army . il appfmain. asp?message=ndaksadgh V| QJ_“P

File Edit \Vew Favorites Tools Help

ﬁ & [.AWPSApphcatlnns

=

‘ sAF‘.M'l" WORKLOAD AND PERFORMANC

Agreement accepted, access to the application is now available.

nil D Applications Availability
CHANGE s
APPLICATION OPTIONS » JIAT Online Agreement
DoD DISCLAIMER
AWPS HELPDESK
Login Information
APPLICATIONS User ID: JANE. SMITH <Jane Smith=
Certificate: SMITH.JANE 135791112
(Account is eligible for CAC Auto Login, go to Account Information to register)
No Failed Login attempts since your previous login
Previous login occurred from IP Address 65.170.33.100 at 08/10/2009 04:04 PM Pacific
Password will expire on 10/09/2009

LocouT

Latest News

Version: Site 2.25, DCR 35 (validated, actual 40)
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Click “Reqister for CAC Auto Login.”

/= AWPS Applic

tions - Windows Internet Explorer.

6::/ = | hetps: o, swps. army milfsppimain. ssppageid—accourtinf

Fle Edt Wew Favortes Tools Help

o I.AWPSAppIicatinr\s

AWPS User ID
Certificate

First Name ™

Last Name ™

CMD / Depot / Senvice *

Email Address ™

Phone *

Gov / Military / Contractor
uic

Time Zone

Contract Company *

Register for CAC Auto Login

All fields marked with an asterisk (*) are required.

JANE.SMITH

SMITH.JANE 135791112

Jane

Smith

Army Data Center Fairfield (ADCF)

Jjane. smithi@us. army. mil

(556)555-5565

Contractor

[ 1]

Pacific

[Select Company]

v & *2 || X | |uve search

or provide your Company’s Namel |

If you wish to register your AKO CAC account with your AWPS account
please click here for more instructions.

Application Request(s) pending and activity during the past 90 days:
JIAT
Requested 5/1/2010

Pending

Other Applications you can request access to: (Select and click the Save button above)
] Anniston Army Depot
[J Anniston Munitions Center

Click “OK” on the confirmation dialog window (no picture), then see the message
“CAC Auto Login is now enabled.” Click the “Applications” link.

= AWPS Applications - Windows Internet Explorer.

&l [
Help ]

- B @~ [rpage v @Tack v T

| @ nttpsiijmm awps. army. i appjmain.aspTpageid=sccountinfa

File Edit Yiew Favorites Toals

o & |.nwp5.ﬂpphmtims

CAC Auto Login is now enabled
Al-fefdS marked with an asterisk (%) are required.

AWPS User ID IJANE.SMITH

SMITH.JANE 135791112

Jane

Srnith

Army Data Center Fairfield (ADCF) v
Jjane.smithi@us. army.mil

Certificate

First Name *

Last Name *
CMD / Depot / Senvice *
Email Address *

Phone * |(555)555-5555
Gov / Military / Contractor |Confractor
uic 1
Time Zone | Pacific Vl
B

Contract Company * | [Select Company]

or provide your Company's Name ‘

Application Requestis) pending and activity during the past 90 days:
JIAT
Reguested 51/2010

Pending

10
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Click the JIAT link.

itions - Windows Internet Explorer

ﬁ@ bt ‘. https: /e, awps . army.milfappimain, asp

Elle  Edit Wiew Favortes Tools Help

w o ‘.AWPSAppI\Eat\Dns

A lws ARMY WORKLOAD AND PERFORMAMCE SYSTEM

Applications Availability

UNT INFORMA’
Online Agreement
APPLICATION OPTIONS

DoD DiscLAIMER

AWPS HELPDESK Log;n Information

User ID: JANE SMITH <Jane Smith>
APPLICATIONS Certificate: SMITH.JANE 135791112
LosouT No Failed Login attempts since your previous login

Previous login occurred from IP Address 65.170.33.100 at 08/10/2009 04:04 PM Pacific

Latest News

Version: Site 2.25, DCR 35 (validated, actual 40)

The presence of the JIAT Home page indicates successful connection to JIAT.

1€ JIAT - ows Internet Explorer ok
6@ - \gi https:ifiiat awps army. milJIATWebidefault aspx M QJW;‘: ; Live Search i:£ |

Ble Edb Wew Favorbes Took  Help
Links I AKO

w4 Igjm

- o v [ Page - G Tooks -

|

=

- . ﬂﬂﬁ 13

Home | Session P Model Sequence | | Reports | CER Libraries | Manage CERs | Manage Models | Maintenance | | Help | | Log Off

JIAT

Joint Integrated Analysis Tool (JIAT)

Where cost analysis, capability

and innovation meet...

This is a Department of Defense Computer System. This computer system, induding all related equipment, networks, and network devices (specificaly induding
Internet access), is provided only for authorized U.S. Government use. DoD computer systems may be monitored for all lawful purposes, including to ensure that
their use is authorized, for management of the system, to faciltate protection against unauthorized access, and to verify security procedures, survivability, and
operational security. Moritoring includes active attacks by authorized DoD entities to test or verify the security of this system. During monitoring, information may
be examined, recorded, copied, and used for authorized purposes. Allinformation, including personal information, placed on or sent over this system may be
monitored. Use of this DoD computer system, authorized or unauthorized, constitutes consent ta monitoring of this system. Unautherized use may subject you to
criminal prosecution. Evidence of unauthorized use callected during monitoring may be used for administrative, criminal or adverse action. Use of this system
constitutes consent to monitoring for these purposes.

&

% Lacal intranet L100% -

Add https://www.awps.army.mil as a favorite to access JIAT via the AWPS
Portal.
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5. JIAT Browser Settings for IE7 or IE8

If your computer is running Internet Explorer version 7 (IE7) or version 8 (IES8),
perform the following steps in order to ensure JIAT is configured properly.

In the browser window, choose Tools > Internet Options, go to the Security tab
and click on ‘Trusted Sites’. Then click on the ‘Sites’ button.

Internet Options

Ge eral| Security E.Privac [ Content | Connections || Programs || Advanced

| Select & zone to view or change security settings,

"¢

| Internet Local ingranet  QEGEERESIES  Regiricted

| "~ Trusted sites __S.t )
Ces
! ;.? This zone contains websites that vou =
| v trust mok ko damage vour computer or

your files,
| You have websites in this zone,

Security level For this zone

Custom
Customn settings,
- To change the settings, click Custamn level,
- To use the recommended settings, click Default level,

’ Cuskom level, . ” Default level ]

[ Reset all zones to defaulk level ]

f@. Some settings are managed by your system administrator,
e

[ K ][ Cancel ]

In the control labeled “Add this website to the zone:” type
“https:/fjiat.awps.army.mil.” Uncheck box below Websites list labeled “Require
server verification (https) for all sites in this zone.” Click the ‘Add’ button, then
‘Close.”

Trusted sites E|

47 ¥ou can add and remove websites from this zone. All websites in
', this zone will use the zone's security sektings,

< Add this website to the zone:

|https:,l',l'jiat.awps.army.mil| ) ( | [ Add ] >

debsites: /

| “
<\D® vetification (https:) For all sites in this zone

)

12
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Click on 'Trusted Sites" , then click on the ‘Custom level’ button.

Internet Options E| |Z|

General | Security !Privacy Content | Connections || Programs | Advanced

Select a zone ko view or change security settings.

@ «

Inkernet Local intrane ahricted
sites
jtes
N f This zone contains websites that you =
W trust nok to damage vour computer or

vour files,
You have websites in this zone.

Security level for this zone

Custom
Custorn setkings,
- To change the settings, click Custom level.
- To use the recommended settings, click Defaulk level.

Cuskom level, ] [)Qefault lewvel ]

zones ko default level l

@ Some sethings are managed by your syskem administratar,

(=14 ] [ Cancel

Scroll down list to: ‘Downloads’. For ‘Automatic prompting for file downloads,’.
mark the ‘Enable’ radio button”.

Security Settings - Trusted Sites Zone rz|

Settings

,ﬁ%’ Downloads

gﬁ Automatic prompting for file downloads
() Disable
(¥ Enable
@ File dowrload
igahle
(% Enable
,93 Font download
(O Disable
(%) Enable
O Prompk
,g-g Enable \MET Framework setup
) Disable
() Enable
& Miscellaneous

& hrrace daba convras arrace darnaine

£ | >

*Takes effect after wou restart Internet Explorer

Reset cuskorn setkings

Reset bo: |Medium {default) V| [ Reset.., ]

[ Ok ] ’ Cancel ]

13



Requesting a JIAT Account

Scroll down list to: ‘Miscellaneous’ For ‘Display Mixed Content’, mark the
‘Enable’ radio button”.

Security Settings - Trusted Sites Zone rz|
Setkings

() Disable ~
) Enable
(&) Prompt

& Allow websites to open windows without address or status b.
() Disable
(%) Enable

#| Display mixed content

Disable

(%) Enable

) Prompt
g Don't prarmpk For client certificate selectia
Disable
() Enable
g Draq and drop or copy and paste files

() Disable
3% Emzkla
< E 3 |

Cr

en no certificat

[\

*Takes effect after wou restart Internet Explorer

Reset custom setkings

Resetto: | medium (defaul) » | ’ Reset. .. ]

I Ok, ] [ Cancel ]

Also under “Miscellaneous,’ for Use Pop-up Blocker mark the ‘Disable’ radio
button.

Security Settings - Trusted Sites Zone r5_<|

Setkings

) Prompt |
# | Use Phishing Filker g
) Disable
Enable
£ Use Pop-up Blocker
(%) Disable
() Enable

() Disable
(%) Enable

& | Websites in less privileged web content zone can navigate in
() Disable —
() Enable =
(& Prompt

= Scripting
(S ebivss s imkimm

&l | (2]

*Takes effect after you restart Internet Explorer

Reset cuskam setkings

Reset to: |Medium(default) V| ’ Reset.. ]

I [al ] [ Cancel ]

14



Requesting a JIAT Account
Scroll down list to: ‘Scripting’. For ‘Allow Programmatic Clipboard access ’, mark
the ‘Enable’ radio button”. ‘OK’ button (closes Custom level).

Security Settings - Trusted Sites Zone rs_<|

Settings

& Scripting o
=t it okl
= | Active scripting
) Disable
(%) Enahle

= Allows Programmatic dipboard access
() Disable

< (%) Enable
) Prompt

=7 | Allow status bar updates via scri

(%) Enable
= Allows websites to prompt For information using scripted wi
() Disable =
(%) Enable
=R Crvimbirn AF Tawa anclake v
< | >

*Takes effect after vou restart Inkernet Explorer

Reset custom setkings

Beset to: |Medium(default) V| ’ Reset... ]

(0K | D

‘Yes’ button to confirm changes.

Warning!

|'?| Are wou sure you want to change the settings for this zone?
v

15
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‘OK’ button (closes Internet Options).

Internet Options E“EJ

General | Security | Privacy | Content | Connections | Programs | Advanced

Select & zone ko view or change security settings.

@ € / O

2 v

Internet Local intranet  Trusted sites  Reskricked
sites

Trustea-sites
ikes
) f This zone contains websites that wou =
. 4 trust mot to damage your computer or

wour files,
‘fou have websites in this zone,

Security level For this zone

Custom
Custom setbings.
- To change the settings, click Custom level,
- To use the recommended settings, dick Defaolk level,

|_ Cusktom lewel. .. |[ Defaulk level ]

[ Reset all zones ko defaulk level l

@. Some settings are managed by waour systen adminiskratar,

o (D&

JIAT Technical Support:

Tecolote Research, Inc.
5266 Hollister Avenue, #301
Santa Barbara, CA 93111-2089

Phone: (805) 964-6964 x212

Email: jiat_support@tecolote.com
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